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or nonexistence is itself classified pur-
suant to Executive Order 13526 Classi-
fied National Security Information. 

(j) MDR Appeals. MDR appeals are for 
the denial of classified information 
only. DoD Components shall make an 
appellate decision within 60 working 
days of receipt of an MDR appeal. If ad-
ditional time is required to make a de-
termination, the appellate authority 
shall notify the requester of the addi-
tional time needed and provide the re-
quester with the reason for the exten-
sion. When the appellate review is com-
plete, the appellate authority shall no-
tify the requester in writing of the 
final determination and of the reasons 
for any denial. If the appellate author-
ity determines that some information 
remains classified under the provisions 
of Executive Order 13526 Classified Na-
tional Security Information, the re-
quester will be advised of the right to 
appeal the final decision to the ISCAP 
within 60 days of the final Component 
decision, in accordance with section 5.3 
of Executive Order 13526 Classified Na-
tional Security Information. 

(k) FEES. In responding to MDR re-
quests, the DoD Components may 
charge fees as permitted by 32 CFR 
Part 2001. Fees for search, review, and 
reproduction shall be in accordance 
with the fee schedule in Appendix 2 of 
Chapter 4 of Volume 11A of DoD 
7000.14–R (available at http://comp-
troller.defense.gov/fmr/11a/11al04.pdf). 

[76 FR 80745, Dec. 27, 2011; 77 FR 745, Jan. 6, 
2012] 

APPENDIX A TO PART 222—ADDRESSING 
MDR REQUESTS 

(a) General. The Department of Defense 
does not have a central repository for DoD 
records. MDR requests therefore should be 
addressed to the DoD Component that has 
custody of the requested record. If a re-
quester is not sure which DoD Component 
has custody or if the DoD Component is not 
listed below, the MDR request should be di-
rected to the Washington Headquarters Serv-
ices in paragraph (b)(1) of this appendix. 

(b) DoD Component MDR Addresses: 
(1) OSD and the Office of the Chairman of the 

Joint Chiefs of Staff and the Joint Staff. De-
partment of Defense, Washington Head-
quarters Services, Records and Declassifica-
tion Division, Suite 02F09–02, 4800 Mark Cen-
ter Drive, Alexandria, VA 22350–3100. EXCEP-
TION: DoD Inspector General. DoD Office of 

Inspector General, 400 Army Navy Drive, Ar-
lington, VA 22202–4704. 

(2) Department of the Army. U.S. Army De-
classification Activity, Attention: AHRC– 
RDD, 8850 Richmond Highway, Suite 300, Al-
exandria, VA 22309. 

(3) Department of the Navy. 
(i) Department of the Navy, Chief of Naval 

Operations, CNO N09N2, 2000 Navy Pentagon, 
Washington, DC 20350–2000. (Collateral MDR). 

(ii) Department of the Navy, Chief of Naval 
Operations, CNO N2/N6, 2000 Navy Pentagon, 
Washington, DC 20350–2000. (Sensitive Com-
partmented Information MDR). 

(4) Department of the Air Force. Department 
of the Air Force, HAF/IMIO (MDR), 1000 Air 
Force Pentagon, Washington, DC 20330–1000. 

(5) United States Marine Corps. Commandant 
of the Marine Corps, HQMC Code PP&O, Se-
curity Division (PS), 3000 Marine Corps Pen-
tagon, Room 4A324, Washington, DC 20350– 
3000 

(6) Defense Advanced Research Projects Agen-
cy. Defense Advanced Research Projects 
Agency, 3701 N. Fairfax Drive, Arlington, VA 
22203–1714. 

(7) Defense Contract Audit Agency. Director, 
Defense Contract Audit Agency, Attention: 
CPS, 8725 John J. Kingman Road, Suite 2135, 
Fort Belvoir, VA 22060–6219. 

(8) Defense Information Systems Agency. De-
fense Information Systems Agency, Atten-
tion: Security Division, MPS 6, 5111 Leesburg 
Pike, Suite 100, Falls Church, VA 22041. 

(9) Defense Intelligence Agency. Defense In-
telligence Agency, Attention: DAN–1A 
(FOIA), Washington, DC 20340–5100. 

(10) Defense Logistics Agency. Defense Logis-
tics Agency, Attention: DLA/DSS–S, 8725 
John J. Kingman Road, Suite 2533, Fort 
Belvoir, VA 22060–6221. 

(11) Defense Security Service. Defense Secu-
rity Service, Office of FOIA & Privacy, 1340 
Braddock Place, Alexandria, VA 22314–1651. 

(12) Defense Threat Reduction Agency. De-
fense Threat Reduction Agency, Attention: 
SCR 8725 John J. Kingman Road, Fort 
Belvoir, VA 22060–6201. 

(13) Missile Defense Agency. Missile Defense 
Agency, Attention: MDA/DS, 7100 Defense 
Pentagon, Washington, DC 20301–7100. 

(14) National Geospatial-Intelligence Agency. 
National Geospatial-Intelligence Agency, 
Mail Stop D–10, 4600 Sangamore Road, Be-
thesda, MD 20816–5003. 

(15) National Reconnaissance Office. Na-
tional Reconnaissance Office, NRO–MSO– 
ASG–IMSC–IART’, 14675 Lee Road, Chantilly, 
VA 20151–1715. 

(16) National Security Agency/Central Secu-
rity Service. National Security Agency, De-
classification Office, DJP5, 9800 Savage 
Road, Suite 6884, Fort George G. Meade, MD 
20755–6884. 

(17) North American Aerospace Defense Com-
mand. HQ NORAD/CSO, 250 Vandenberg St. 
Ste B016, Peterson AFB, CO 80914. 
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1 Controlled document. Not releasable to 
the public. 

2 Requests may be forwarded to U.S. De-
partment of Energy (Forrestal Building), 100 
Independence Avenue, SW., Attention: Dis-
tribution Office of DOE Publications, Wash-
ington, DC 20585. 

3 Copies may be obtained, at cost, from the 
National Technical Information Service, 5285 
Port Royal Road, Springfield, VA 22161. 

(18) U.S. Africa Command. US Africa Com-
mand, Unit 29951, ATTN: COS–FOIA, APO AE 
09751. 

(19) U.S. Central Command. U.S. Central 
Command, Attention: CCJ6–RDD, 7115 South 
Boundary Blvd., MacDill AFB, FL 33621–5101. 

(20) U.S. European Command. U.S. European 
Command, Attention: ECJ1–AX, Unit 30400, 
APO AE 09131. 

(21) U.S. Joint Forces Command. U.S. Joint 
Forces Command, Code J02SM, 1562 Mitscher 
Ave., Suite 200, Norfolk, VA 23511–2488. 

(22) U.S. Northern Command. U.S. Northern 
Command, HQ USNORTHCOM/CSO, 250 Van-
denberg Street, Suite B016, Peterson AFB, 
CO 80914–3804. 

(23) U.S. Pacific Command. U.S. Pacific 
Command, Attention: J151 FOIA, Box 64017, 
Camp Smith, HI 96861–4017. 

(24) U.S. Southern Command. U.S. Southern 
Command, Attention: SCJ2–SM–CFO 
(FOIA)’’.3511 NW 91st Avenue, Miami, FL 
33172–1217. 

(25) U.S. Special Operations Command. U.S. 
Special Operations Command, Attention: 
SOCS–SJS–SI (FOIA), 7701 Tampa Point 
Blvd., MacDill AFB, FL 33621–5323. 

(26) U.S. Strategic Command. U.S. Strategic 
Command, Attention: CS50, 901 SAC Blvd., 
STE 1C17, Offutt AFB, NE 68113–6000. 

(27) U.S. Transportation Command. U.S. 
Transportation Command, Chief, Command 
Information Management, ATTN: TCCSIM, 
508 Scott Drive, Scott AFB IL 62225–5357. 

(28) Interagency Security Classification 
Appeals Panel http://www.archives.gov/isoo/ 
oversight-groups/iscap/index.html. 

(29) Principal Mandatory Declassification 
Review (MDR) Contacts at Federal Agencies 
http://www.archives.gov/isoo/contact/mdr-con-
tact.html. 

PART 223—DEPARTMENT OF DE-
FENSE UNCLASSIFIED CON-
TROLLED NUCLEAR INFORMA-
TION (DOD UCNI) 

Sec. 
223.1 Purpose. 
223.2 Applicability and scope. 
223.3 Definitions. 
223.4 Policy. 
223.5 Responsibilities. 
223.6 Procedures. 
223.7 Information requirements. 

APPENDIX A TO PART 223—PROCEDURES FOR 
IDENTIFYING AND CONTROLLING DOD UCNI 

APPENDIX B TO PART 223—GUIDELINES FOR 
THE DETERMINATION OF DOD UCNI 

AUTHORITY: 10 U.S.C. 128 and 5 U.S.C. 
552(b)(3). 

SOURCE: 56 FR 64554, Dec. 11, 1991, unless 
otherwise noted. 

§ 223.1 Purpose. 
This part implements 10 U.S.C. 128 by 

establishing policy, assigning respon-
sibilities, and prescribing procedures 
for identifying, controlling, and lim-
iting the dissemination of unclassified 
information on the physical protection 
of DoD special nuclear material (SNM), 
equipment, and facilities. That infor-
mation shall be referred to as ‘‘the De-
partment of Defense Unclassified Con-
trolled Nuclear Information (DoD 
UCNI),’’ to distinguish it from a simi-
lar Department of Energy (DoE) pro-
gram. 

§ 223.2 Applicability and scope. 
This part: 
(a) Applies to the Office of the Sec-

retary of Defense (OSD), the Military 
Departments, the Chairman of the 
Joint Chiefs of Staff and the Joint 
Staff, the Unified and Specified Com-
mands, the Defense Agencies, and the 
DoD Field Activities (hereafter re-
ferred to collectively as ‘‘the DoD 
Components’’). 

(b) Implements 10 U.S.C. 128, which is 
the statutory basis for controlling the 
DoD UCNI in the Department of De-
fense. 10 U.S.C. 128 also constitutes the 
authority for invoking 32 CFR part 286 
to prohibit mandatory disclosure of 
DoD UCNI under the ‘‘Freedom of In-
formation Act (FOIA)’’ in 5 U.S.C. 552. 

(c) Supplements the security classi-
fication guidance contained in CG-W-5 1 
and CG-SS-1 2 and DoD Instruction 
5210.67 3 by establishing procedures for 
identifying, controlling, and limiting 
the dissemination of unclassified infor-
mation on the physical protection of 
DoD SNM. 

(d) Applies to all SNM, regardless of 
form, in reactor cores or to other items 
under the direct control of the DoD 
Components. 

(e) Applies equally to DoE UCNI 
under DoD control, except the statute 
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